附件2：

**ECSP培训课程大纲**

1. **ECSP-M管理班培训课程**

| **时间** | **培训主题** | **培训内容** |
| --- | --- | --- |
| 第1天 | 8:30-11:30 | 网络安全形势与网络安全法 | 网络安全形势与政策要求（1小时）网络安全法解读（2小时） |
| 14:00-17:00 | 教育系统网络安全工作要求 | 教育系统网络安全政策要求（1小时）教育系统网络安全责任制要求及实践建议（1小时）重要时期网络安全保障工作要求（1小时） |
| 第2天 | 8:30-11:30 | 教育系统网络安全等级保护 | 网络安全等级保护2.0标准及要求（1.5小时）教育系统等级保护定级要求及测评实践（1.5小时） |
| 14:00-17:00 | 教育系统等级保护体系实践 | 教育系统等级保护技术防护体系及实践（2小时）教育系统等级保护管理防护体系及实践（1小时） |
| 第3天 | 8:30-11:30 | 安全运维、监测预警及应急处置 | 安全运维及供应商安全管理（1小时）教育系统安全监测预警与通报（1小时）教育系统网络安全应急预案及应急处置（1小时） |
| 14:00-17:00 | 个人信息与数据安全保护 | 教育系统数据安全管理建议（1小时）个人信息保护要求（1小时）数据安全防护实践建议（1小时） |
| 第4天 | 8:30-11:30 | 新技术领域安全要求 | 教育系统移动APP安全（1小时）教育系统云计算安全（1小时）教育系统物联网安全（1小时） |
| 14:00-16:00 | 考试 | 考试（2小时） |

1. **ECSP-T技术班线下培训课程**

| **时间** | **培训主题** | **培训内容** |
| --- | --- | --- |
| 第1天 | 8:30-11:30 | 网络安全形势与网络安全法 | 网络安全形势与政策要求（1小时）网络安全法解读（2小时） |
| 14:00-17:00 | 教育系统网络安全工作要求 | 教育系统网络安全政策要求（1小时）教育系统网络安全责任制要求及实践建议（1小时）重要时期网络安全保障工作要求（1小时） |
| 第2天 | 8:30-11:30 | 教育系统面临安全威胁及攻击路径 | 教育系统常见网络安全攻击（2小时）等级保护2.0安全技术防护体系（1小时） |
| 14:00-17:00 | 网络安全防护技术 | 网络边界防护及访问控制（0.5小时）主机及终端防护（1小时）应用系统防护（1小时）数据安全防护（0.5小时） |
| 第3天 | 8:30-11:30 | 网络安全监测技术 | 网络流量监测分析（1小时）日志监测分析技术（1小时）网络安全态势感知技术（1小时） |
| 14:00-17:00 | 网络安全检测评估技术 | 资产管理（1小时）配置核查（1小时）漏洞扫描及渗透测试（1小时） |
| 第4天 | 8:30-11:30 | 网络安全应急处置 | 教育系统安全监测预警与通报机制（0.5小时）安全事件应急处置技术（2.5小时） |
| 14:00-16:00 | 考试 | 考试（2小时） |